
Password Changes Coming March
27th
RMLS™ is changing password requirements on RMLSweb!

Starting March 27th, all subscribers who log in will need to
change their Private ID (password). Moving forward, the system
will continue to require a password change every three months
(or if you’ve received notice about unauthorized access of
your RMLSweb account).

Currently, Private IDs must be between 7 and 8 characters,
include both letters and numbers, and are not case sensitive.

As of March 27th, new Private IDs will require the following:
• Private ID length must be between 8 and 12 characters.
• Private IDs must contain both letters and numbers.
•  Private  IDs  can  (but  are  not  required  to)  contain  the
following special characters: ! @ # $ % ^ & *
• Private IDs are now case sensitive, but just changing case
(“RMLS1234” to “rmls1234” for example) is not acceptable for a
new Private ID.

Need to think of a great password? Check out “The Usability of
Passwords,”  “Why  Multi-Word  Phrases  Make  for  More  Secure
Passwords  Than  Incomprehensible  Gibberish,”  or  this  great
infographic about password security. Alternately, don’t use
one of the 25 Worst Passwords of 2012.

Questions about the new requirements? Contact the RMLS™ Help
Desk at (503) 872-8002, or (877) 256-2169 toll free.
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