
HOWNW.com  Adds  Section  on
Avoiding  Foreclosure  and
Fraud

PMAR’s  public  service  website,  HOWNW.com  (Home  Ownership
Opportunities  Northwest)  has  a  new  section  that  offers
consumers  information  from  reliable  sources  such  as  the
National  Association  of  Realtors®,  the  Federal  Trade
Commission, Fannie Mae and the Office of the Comptroller of
the Currency about how to avoid foreclosure and fraud.

To  explore  these  useful  new  resources,  visit:
http://hownw.com/consumer/avoidingforeclosure.asp

Oregon  Real  Estate  Agency
Issues Fingerprint Card Fraud
Alert
The  State  of  Oregon  Real  Estate  Agency  has  issued  the
following  alert  on  its  website:

The Agency is receiving calls from licensees asking if their
fingerprint cards have expired. The licensees explain that
someone stating to be from the Agency has called them and
informed them that their fingerprints are going to expire.
The caller is asking for credit card and social security
numbers.
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Fingerprint  cards  and  criminal  background  checks  do  not
expire with the Agency. Also the Agency does not accept any
personal or confidential information over the phone. If you
receive one of these calls, do not give your information out.

Alleged Foreign Phone Number
Scam  Targets  Real  Estate
Agents
We’ve received reports of an alleged scam targeted at real
estate agents. In this particular case, an e-mail is sent to
the agent & the sender says that they want to schedule a
showing, but that they want the agent to call them at their
foreign phone number because they are only checking e-mail
periodically.

Before  you  pick  up
the  phone,  do  some
research  if  an
unsolicited  client
approaches  you
directly.  Image
courtesy  of  Steve
Zazeski.

It appears that the phone number is a “premium-rate number”,
where the dialer of the number is charged for the phone call,
while the owner of the number receives a payment for each call
that is made. Needless to say, the potential client is non-
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existent.

Please be wary of any new contacts that approach you and
verify as much information about them as possible. Report any
similar incidents to Kelly McKenna at kelly.m@rmls.com .

*Tip: If you ever find an e-mail or phone call suspicious, try
entering information or a phrase about the scam (or directly
from the e-mail). Victims, or near victims of scams will often
post their experiences on the Internet so others won’t fall
victim.
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